Report Suspicious
Cyber Incidents

System Failure or Disruption

Has your system or website’s availability been disrupted? Are your employees, customers, suppliers, or
partners unable to access your system or website? Has your service been denied to its users?

Suspicious Questioning
Are you aware of anyone attempting to gain information in person, by phone, mail, email, etc., regarding the

configuration and/or cybersecurity posture of your website, network, software, or hardware?

Unauthorized Access

Are you aware of anyone attempting (either failed or successful) to gain unauthorized access to your system
or data?

Unauthorized Changes or Additions

Has anyone made unauthorized changes or additions to your system's hardware, firmware, or software
characteristics without your IT department’s knowledge, instruction, or consent?

Suspicious Email

Are you aware of anyone in your organization receiving suspicious emails that include unsolicited
attachments and/or requests for sensitive personal or organizational information?

Unauthorized Use

Are unauthorized parties using your system for the processing or storage of data? Are former employees,
customers, suppliers, or partners still using your system?
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