16-120 Echo Credentialing System

We have completed our audit of the Echo Credentialing System. This audit was performed at the request of the UTHealth Audit Committee and was conducted in accordance with the *International Standards for the Professional Practice of Internal Auditing*.

BACKGROUND
UT Physicians' (UTP) Credentialing department has been delegated by various health plans to perform the credentialing and recredentialing verifications for all UT Health providers (except for those in the Pathology department). Echo, a web-based credentialing and provider management software, is used to assist with the credentialing activities. The UTP Credentialing department performs the credentialing activities in accordance with the executed delegation agreement with each respective health plan and follows the standards and guidelines from the National Committee for Quality Assurance (NCQA). The credentialing process is reviewed annually by the health plans for compliance with the delegation agreement and authoritative regulations. The credentialing and recredentialing verifications for pathologists are performed by an outside third party vendor, McKesson.

OBJECTIVES
The initial objective of this audit was to review the physician credentialing process to determine whether controls are in place to ensure physicians are properly licensed to practice and are in compliance with state and federal regulations. Since the UTP credentialing process is reviewed annually by the health plans and the credentialing for pathologists is performed by a third party vendor, Auditing & Advisory Services' (A&AS) review focused on improvement opportunities related to the operation's efficiency and effectiveness.

SCOPE PERIOD
The scope period was January 2016 through March 2016 for review of supporting documentation related to new providers and providers with changes reported to the health plans. For electronic data analysis, a data extract from Echo was obtained and analyzed as of March 17, 2016. A follow-up analysis of Echo data as of March 31, 2016 was also performed.

METHODOLOGY
The following procedures were performed:
- Reviewed departmental policies and procedures as well as state, federal and other authoritative requirements related to the credentialing and recredentialing process.
- Interviewed key employees responsible for credentialing and monitoring of critical expiration dates to understand the roles and responsibilities currently in practice.
- Performed a walkthrough and observation of the UTP Credentialing department noting how the physical copies of the credentialing files are maintained and stored. A suggestion
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was made to Credentialing Management to update departmental policy QM-003-09 clarifying how the credentialing files are retained.

- Reviewed the Echo system noting the field used to classify the status of each provider. A suggestion was made to Credentialing Management to review the 24 classification codes available and limit the codes to only relevant and applicable status. Duplicates and no longer applicable codes should be removed from the list to prevent the codes from being used erroneously.

- Obtained an understanding of the process for granting, terminating, and monitoring user access to Echo and reviewed for compliance with information technology policies and standards.

- Conducted an electronic data analysis to identify anomalies in Echo such as incomplete provider information, missing data fields, expired date fields, incorrect recredentialing date based on the initial credentialing date or the last recredentialing date, and reasonableness of the provider’s status classification.

- Selected a sample of new providers (5) and reviewed for the Credentials Committee’s approval. All new providers selected in the sample were properly approved by the Credentials Committee prior to being reported to the health plan.

- Selected a sample of changes to provider’s information (20) reported to the health plan and reviewed supporting documentation for compliance with departmental policy and procedures.

- Reviewed the process for monitoring of critical expiration dates for active providers to verify the process is functioning as intended.

- Inquired about the process for ensuring the credentialing of pathologists performed by McKesson is in accordance with state, federal and other authoritative requirements.

AUDIT RESULTS

A&AS identified areas of improvement related to Echo Credentialing System:

- A process has not been implemented to monitor critical expiration dates of active providers in Echo. Analysis of Echo data as of March 17, 2016 resulted in various missing or expired information in Echo for active providers.

- The current version of Echo does not allow providers to complete and submit their application electronically.

- Supporting documentation for changes to provider’s information is not received and retained in accordance with departmental policy QM-013-09.

- Confidentiality Forms are not completed by individuals accessing the credentialing files as required by departmental policy QM-003-09.

- A periodic review of McKesson’s delegated responsibilities for compliance with the contractual agreement as well as other authoritative regulations has not been performed by Pathology Management.

- The password configuration for Echo does not contain two of the four password standards required by ITPOL-002 at the time of review. The password configuration standard related to password length was corrected in April 2016.

- Periodic user access review is not performed to ensure user access granted is appropriate. Additionally all users were granted the same level of access in Echo and the user account for two terminated employees were not deactivated at the time of review. Access to the user security permission settings was restricted in March 2016 and the two user accounts were deactivated in February 2016.
Echo does not have the reporting capability to provide a detailed log of changes made to the provider’s information. Echo only identifies when a change has been made to the overall provider’s record.

NUMBER OF PRIORITY & HIGH FINDINGS REPORTED TO UT SYSTEM
None

We would like to thank the staff and management within the UTP Credentialing and Pathology teams who assisted us during our review.

Daniel G. Sherman, MBA, CPA, CIA
Assistant Vice President
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| Issue #1 | Departmental policy QM-002-09 *UT Physicians Credentialing & Recredentialing Policy and Procedures* states, “UT Physicians will conduct continuous credentialing of its providers. Such activity will be conducted monthly to monitor the expiration of documentation in the credentialing file. Such review of expired documentation will include, at a minimum, DEA, DPS, Texas State License, and Professional Liability Insurance coverage. Delinquent documentation will be requested prior to expiration.”

A&AS obtained a data extract of all providers in Echo as of March 17, 2016. We reviewed all 1,575 active providers to determine whether each had current and complete information related to medical license, DEA license, and DPS controlled substance registration. We found that 950 or 60% of the current providers in the Echo database had missing or expired information.

A&AS met with Credentialing Management to discuss our test results. It was explained a major project to clean-up and verify all of the information for each provider had been performed of the Echo database. This initial review which was undertaken to verify the accuracy of the listing of provider information was completed with significant assistance from School of Medicine departments early in fiscal year 2016. This update did not include verifying licensing data. Credentialing explained they have not been able to keep Echo updated due to staff shortage and time constraints. However, based on our inquiries, credentialing identified they were not fully utilizing an Echo system module, primary source verification (PSV) that assists in the performance of licensing verification. We obtained a second data extract a week after our meeting for the same 1,575 providers previously reviewed, we noted the number of providers with missing or expired information had been reduced to 251 or 16%.

At the time of our audit the process to monitor the expiration of licensures was being performed in each of the medical school departments. We contacted the assigned department contact in Anesthesiology, Dermatology, Family Medicine, Neurology, and Ob-Gyn to verify these activities were being performed. In addition, we selected a sample of 10 providers who were listed with expired medical license in Echo and confirmed that the medical license has been renewed and is current using the Texas Medical Board website.

| Recommendation #1 | We recommend Credentialing Management develop and implement procedures that detail the responsibilities and procedures to be followed by the Credentialing department and the various School of Medicine departments. In addition, the information in Echo should be updated so that the functionality of the software can be fully utilized.

| Rating | Medium |

| Management | The Echo credentialing database tool is a valuable software system and |
### Response

We plan to continue using the system to aid in the management and monitoring of provider credentialing and recredentialing. UTP has been involved in a complete rebuild of the database since September 2015 in preparation for enhancements that are available to us. This process is expected to take 12 to 14 months.

Review of expired dates - The clinical departments are responsible for updating licenses and have been very reliable in doing so. This area of the rebuild was considered a lower priority in our Echo database rebuild efforts. All license expiration dates have been updated in the database which gives the department the ability to monitor expiring licenses on a monthly basis automatically. Policies will be updated to reflect current roles and responsibilities.

### Responsible Party

Andrew Casas

### Implementation Date

Monthly monitoring has been implemented. Policy changes will be made by July 31, 2016.
The current version of Echo does not have the functionality to allow new applications to be completed and submitted electronically. Currently, providers complete a paper application which is submitted to their respective department for processing. The application is submitted to the UTP Credentialing department who completes the review to credential the provider. This process can take up to 30 days to complete. However, A&AS was advised approximately 40% of the applications are either incomplete or contain errors. In these situations, the application and a checklist detailing what is needed are returned to the department for correction, which can add additional time to the process.

If Echo contained the functionality to allow for electronic submission, system controls could be built into the process. Typically, electronic submission includes built-in data input controls that prevent a user from skipping required fields on the application.

We recommended Credentialing Management work with the vendor to determine whether Echo has the capability to allow online completion and submission of provider applications. If the capability is available, Credentialing Management should consider implementing the functionality to facilitate the credentialing process.

Echo has the capability for online applications via a module for which we are licensed. Another reason for the rebuild is to drive systems controls, which will not allow an application to be submitted online until all electronic data entry required fields are completed. This functionality will also allow departments to identify locations and other important data field requirements but limit the selection to valid clinical and hospital locations. This information will be consistent in the Web application and billing areas. UTP utilizes the Texas Standardized Credentialing Application (TSCA) template. We are waiting on a timetable from Echo for completion of the template. At this time Echo has notified us that the online TSCA template is 95% complete. UTP will be able to implement the online tool and roll the functionality out to the clinical departments when the template is completed by Echo.

Once completed, our providers will have access to:

- Complete their credentialing forms and packets online and in paperless format
- Check their credentialing status in real-time
- Pay dues
- Update their information off-cycle for directory

| Issue #2 | The current version of Echo does not have the functionality to allow new applications to be completed and submitted electronically. Currently, providers complete a paper application which is submitted to their respective department for processing. The application is submitted to the UTP Credentialing department who completes the review to credential the provider. This process can take up to 30 days to complete. However, A&AS was advised approximately 40% of the applications are either incomplete or contain errors. In these situations, the application and a checklist detailing what is needed are returned to the department for correction, which can add additional time to the process.

If Echo contained the functionality to allow for electronic submission, system controls could be built into the process. Typically, electronic submission includes built-in data input controls that prevent a user from skipping required fields on the application.

| Recommendation #2 | We recommended Credentialing Management work with the vendor to determine whether Echo has the capability to allow online completion and submission of provider applications. If the capability is available, Credentialing Management should consider implementing the functionality to facilitate the credentialing process.

| Rating | Low

| Management Response | Echo has the capability for online applications via a module for which we are licensed. Another reason for the rebuild is to drive systems controls, which will not allow an application to be submitted online until all electronic data entry required fields are completed. This functionality will also allow departments to identify locations and other important data field requirements but limit the selection to valid clinical and hospital locations. This information will be consistent in the Web application and billing areas. UTP utilizes the Texas Standardized Credentialing Application (TSCA) template. We are waiting on a timetable from Echo for completion of the template. At this time Echo has notified us that the online TSCA template is 95% complete. UTP will be able to implement the online tool and roll the functionality out to the clinical departments when the template is completed by Echo.

Once completed, our providers will have access to:

- Complete their credentialing forms and packets online and in paperless format
- Check their credentialing status in real-time
- Pay dues
- Update their information off-cycle for directory

| Responsible Party | Andrew Casas

| Implementation Date | November 1, 2016 |
**Issue #3**

Departmental policy QM-013-09 *Adds, Changes, Terminations (A.C.T.)* requires all notification of changes to provider’s information be submitted in writing from the department Director of Management Operations (DMO) or the assigned contact person selected by the department DMO or chairman. The written request should be printed and placed in the provider’s file as well as maintained electronically.

A&AS selected a sample of 20 providers with changes reported to the health plan in January 2016 through March 17, 2016 for review. The supporting documentation of the request to change provider’s information was not found in the hardcopy credentialing files for all 20 providers but they were located and printed from the Clinical Services Representative I’s email inbox in Outlook. In addition, the review also noted the following:

- 1 (or 5%) of the 20 provider files requested could not be provided at the time review and the request for change did not come from the DMO or assigned department contact.
- 16 (or 80%) of the 20 providers reviewed showed the request for change did not come from the DMO or assigned department contact.

15 of the 17 change requests noted above were submitted by the Manager of Provider Enrollment Services and 1 of the 17 change requests was submitted by the Manager of Revenue Cycle which, according to Credentialing Management are appropriate sources.

**Recommendation #3**

We recommend Credentialing Management:

a) Should update policy QM-013-09 to include a comprehensive listing of authorized submitter’s.

b) Review the practice of maintaining documentation in both hardcopy and electronic format. If selecting electronic, a designated space on the department server should be used to store these files.

**Rating**

Low

**Management Response**

The individuals who submitted the change requests were considered appropriate. UTP will update the policies to reflect the list of individuals who have the authority to request provider data changes by title. Changes will be maintained electronically as well in the Echo database.

**Responsible Party**

Andrew Casas

**Implementation Date**

Policy will be updated by July 31, 2016.
| Issue #4 | Departmental policy QM-003-09 *UT Physicians Credentialing Confidentiality*, procedures #1 and #2 requires individuals accessing the credentialing files to sign a Statement of Confidentiality.

The Statement of Confidentiality forms required by departmental policy QM-003-09 are not being completed by all individuals accessing the credentialing files. No documentation could be located for review. Subsequent to the end of fieldwork, Credentialing Management developed a Confidentiality form to be completed by individuals accessing the credentialing files.

| Recommendation #4 | We recommend Credentialing Management work with the Office of Legal Affairs to determine whether Confidentiality forms are required for individuals accessing the credentialing files. If required, Credentialing Management should develop processes to ensure all individuals accessing the credentialing files complete the Confidentiality form. If not required, Credentialing Management should review and evaluate the necessity of requiring users to sign a confidentiality form.

| Rating | Low |

| Management Response | A Confidentiality Agreement has been created and is being utilized. |

| Responsible Party | Andrew Casas |

<p>| Implementation Date | April 1, 2016 |</p>
<table>
<thead>
<tr>
<th>Issue #5</th>
<th>The credentialing of providers in the Pathology department is performed by a third party vendor, McKesson; However, a periodic review of McKesson’s delegated responsibilities for compliance with the contractual agreement as well as other authoritative regulations has not been performed by Pathology Management.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Recommendation #5</td>
<td>We recommend Pathology Management develop and implement a process to perform a periodic review of McKesson’s delegated credentialing and recredentialing responsibilities to ensure compliance with contractual agreement as well as other authoritative regulations. Evidence of the review should be documented and retained.</td>
</tr>
<tr>
<td>Rating</td>
<td>Medium</td>
</tr>
<tr>
<td>Management Response</td>
<td>The UTHHealth department of pathology will create an annual review of McKesson’s delegated credentialing and recredentialing responsibilities. This will be done on an annual basis going forward and will include a review of a 10% sample of active providers that were recredentialed in the previous year and a 100% review of new providers that were credentialed in the previous year. The department of pathology will create a checklist to document review of files from McKesson. Any errors or omissions found will be reported to McKesson for correction and documented in the checklist. Once McKesson shows the correction or omissions are complete in the file, it will be documented in the pathology checklist. The checklists will be kept on file as evidence of review going forward. The review will be done by a designated employee that works with McKesson on credentialing and recredentialing. The designated employee will review files and complete the checklist based on what is found in the files. It will then be reviewed by the DMO and signed off as complete.</td>
</tr>
<tr>
<td>Responsible Party</td>
<td>Mathew Axcell</td>
</tr>
<tr>
<td>Implementation Date</td>
<td>The checklist will be created for pathology by September 1, 2016. The review will be performed annually in October to be complete by November 1, 2016 and will be completed on an annual basis by November 1st of each year going forward.</td>
</tr>
</tbody>
</table>
Texas Administrative Code, Title 1, Part 10, Chapter 202, Subchapter C, Rule §202.76 *Security Control Standards Catalog* (TAC-202) specify the mandatory security controls required for all state information and information systems.

Based on best practices related to the safeguarding of information systems required by TAC-202, UTHealth has developed and implemented ITPOL-002 *Password Policy*. ITPOL-002 requires that all information resources at UTHealth requiring system access accounts to comply with the university password standards.

The password configuration for Echo does not contain two of the four password standards required by ITPOL-002 as follows:

- Passwords must have a minimum length of 10 characters.
- A password may not be reused for a minimum period of two years.

Upon A&AS notification to Credentialing Management, the password length for Echo was updated to 10 characters in April 2016. The update has been verified by A&AS.

<table>
<thead>
<tr>
<th>Issue #6</th>
<th>We recommend Credentialing Management work with the system administrator at Echo to configure the password parameters for compliance with ITPOL-002.</th>
</tr>
</thead>
<tbody>
<tr>
<td>Rating</td>
<td>Medium</td>
</tr>
<tr>
<td>Management Response</td>
<td>We requested password requirement changes from the Echo Support Desk to comply with UT IT policy requiring 10 characters and completed in April 2016. Echo has been made aware of this requirement and it was sent to their application support specialist for consideration.</td>
</tr>
<tr>
<td>Responsible Party</td>
<td>Andrew Casas</td>
</tr>
<tr>
<td>Implementation Date</td>
<td>November 1, 2016</td>
</tr>
</tbody>
</table>
Texas Administrative Code, Title 1, Part 10, Chapter 202, Subchapter C, Rule §202.76 on Security Control Standards Catalog (TAC-202) specify the mandatory security controls required for all state information and information systems.

Based on best practices related to the safeguarding of information systems required by TAC-202, UTHealth has developed and implemented ITPOL-004 Access Controls. ITPOL-004, section 6.2.6 states, “Owners or their designee must review access lists regularly to ensure access privileges are appropriate. Timeframe for access list review should be established based on documented risk management decisions.”

In addition, departmental policy QM-003-09 UT Physicians Credentialing Confidentiality, procedure #4 also states, “UT Physicians has the obligation to secure the electronic security of confidential data or information maintained by the credentialing software at all times. This process includes the issuance of user identifications and passwords to authorized credentialing staff only.”

A&AS reviewed the user access controls for Echo and noted the following at the time of review:

- Periodic user access review is not performed to ensure user access granted is appropriate.
- All users are granted the same user security permission settings including the ability to view and modify their own or someone else’s user security permission settings.
- Two user accounts were still active for employees no longer working in the Credentialing department.

Upon A&AS notification to the Clinical Services Representative I, access to the user security permission settings screen in Echo was restricted in March 2016 and the two user accounts were deactivated in February 2016. Both updates have been verified by A&AS.

We recommend Credentialing Management develop and implement formalized procedures for granting, terminating, and monitoring user access to Echo and ensure compliance with TAC-202, ITPOL-004, and QM-003-09.

a) Evidence of the periodic user access review performed should be documented and retained.

b) The level of access needed when adding new users to Echo should be considered and documented.

c) Users granted with administrator privileges should be limited to only those assigned to perform the function on a regular basis.

Administrator privileges have already been limited. We will run an Access Profile Sheet quarterly for all Echo users to ensure users have appropriate access for their job functions. Departing employee privileges
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<table>
<thead>
<tr>
<th>Responsible Party</th>
<th>Andrew Casas</th>
</tr>
</thead>
<tbody>
<tr>
<td>Implementation Date</td>
<td>June 1, 2016</td>
</tr>
</tbody>
</table>

will be terminated on their last day of employment.
| Issue #8 | Texas Administrative Code, Title 1, Part 10, Chapter 202, Subchapter C, Rule §202.76 on Security Control Standards Catalog (TAC-202) specify the mandatory security controls required for all state information and information systems.  
  
Based on best practices related to the safeguarding of information systems required by TAC-202, UTHealth has developed and implemented ITPOL-026 Application Logging and Monitoring Policy requiring all applications containing confidential information be configured to generate event logs. Application event logs should be reviewed periodically and monitored for security incidents based on risk management decisions.  
  
Echo does not have the reporting capability to provide a detailed log of changes made to the provider’s information. Echo can only identify when someone has made a change to the overall provider’s record. |
|---|---|
| Recommendation #8 | We recommend Credentialing Management work with the vendor to determine whether Echo has the reporting capability to provide a detailed log of changes made to the provider’s record by users.  
  
- If the capability is available, Credentialing Management should implement the functionality to assist in the periodic review required by ITPOL-026 to ensure that no inappropriate changes were made to provider’s information.  
- If the capability is not available, Credentialing Management should develop and implement appropriate mitigating controls to ensure compliance with ITPOL-026. |
| Rating | Medium |
| Management Response | An Audit Trail Tool is available from Echo. This is not currently part of our licensure agreement. An order for this module was placed with Echo in May and UTP has been informed that we will have the Audit Trail functionality added to our license at no charge. |
| Responsible Party | Andrew Casas |
| Implementation Date | As soon as Echo can install the module. We expect this to be done no later than June 30, 2016. |