College of Engineering and Computer Science Dean's Office

Report No. 13-16
September 3, 2013

Dr. Robert S. Nelsen, President  
The University of Texas-Pan American  
1201 W. University Drive  
Edinburg, TX  78539

Dear Dr. Nelsen,

As part of our fiscal year 2013 Audit Plan, we completed a change in management audit of the College of Engineering and Computer Science Dean’s Office.

The objective of the audit was to evaluate the adequacy and effectiveness of the department’s system of internal controls with an emphasis on financial and administrative controls. The scope of this audit included activity from fiscal year 2012 (September 1, 2011 through August 31, 2012).

We performed audit procedures that included interviews with staff; testing controls related to compliance with University policies and procedures; and performing substantive testing, on a sample basis, related to proper approvals of expenditures; time reporting; assets management; and segregation of duties.

We concluded that the former dean established a moderate system of internal controls. While a control conscious environment was evident and controls were in place to allow for segregation of duties, we determined that opportunities for improvement related to financial and information security controls exists.

We appreciate the courtesy and cooperation received from management and staff during our audit.

Sincerely,

Eloy R. Alaniz, Jr., CPA, CIA, CISA  
Executive Director of Audits, Compliance & Consulting Services
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The College of Engineering and Computer Science (CoECS) aspires to produce the technological leaders of tomorrow and further the knowledge and practice of the engineering and computer science professions nationally and internationally. It consists of the Departments of Computer Engineering, Computer Science, Electrical Engineering, Engineering Management Program, Information Technology Program, Manufacturing Engineering, Civil Engineering, and Mechanical Engineering. The Dean’s Office (Office) is responsible for managing CoECS. The dean announced his resignation and his employment ended on April 1, 2013.

As required by the 1996 Action Plan to Enhance Internal Controls, a change in management audit is performed when a department undergoes a change in management or a significant change in reporting lines. The objective of the audit was to evaluate the adequacy and effectiveness of the department’s system of internal controls with an emphasis on financial and administrative controls. The specific internal control areas we focused on included the control conscious environment, approval and authorization, segregation of duties, safeguarding of assets, monitoring and information technology. Our scope encompassed activity for fiscal year 2012 (September 1, 2011 through August 31, 2012). The audit was conducted in accordance with guidelines set forth in The University of Texas System’s Policy 129 and the Institute of Internal Auditor’s International Standards for the Professional Practice of Internal Auditing.

Overall, the former dean established a moderate system of internal controls. While a control conscious environment was evident and controls were in place to allow for segregation of duties, we identified opportunities for improvement related to financial and information security controls.

We observed the following during the course of the audit:

- The Office did not have a policy and procedures manual or risk assessment.
- The former dean received reimbursement for the same meal twice by receiving per diem as well as getting reimbursed for the full cost of the meal as a business expense.
- Inadequate internal controls over recording employee leave.
- The administrative service officer (ASO) was responsible for performing job tasks that would be better suited for the administrative associate.
- Project account reconciliations were not properly conducted and there was no evidence of review by the former dean.
- Removal of state property from campus without obtaining proper authorization.
- The Office used unencrypted portable storage devices, with one containing student records.
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BACKGROUND  

The former dean was responsible for 21 project accounts, 19 of which had financial activity during FY 2012. The former dean’s project account financial activity during FY 2012 is summarized below.

<table>
<thead>
<tr>
<th>Project Account</th>
<th>Budget</th>
<th>Encumbrances</th>
<th>Actual</th>
<th>Funds Available</th>
</tr>
</thead>
<tbody>
<tr>
<td>110ENCS00</td>
<td>$540,715.44</td>
<td>$1,141.25</td>
<td>$539,573.98</td>
<td>$0.21</td>
</tr>
<tr>
<td>110ENCS01</td>
<td>$19,081.85</td>
<td>$0.00</td>
<td>$18,880.23</td>
<td>$201.62</td>
</tr>
<tr>
<td>140ENCS00</td>
<td>$46,860.85</td>
<td>$983.72</td>
<td>$45,877.13</td>
<td>$0.00</td>
</tr>
<tr>
<td>160ENCS01</td>
<td>$18,739.69</td>
<td>$0.00</td>
<td>$18,739.69</td>
<td>$0.00</td>
</tr>
<tr>
<td>185ENCS00</td>
<td>$80,000.00</td>
<td>$0.00</td>
<td>$56,689.00</td>
<td>$23,311.00</td>
</tr>
<tr>
<td>21ENCS001</td>
<td>$2,915.41</td>
<td>$0.00</td>
<td>$132.71</td>
<td>$2,782.70</td>
</tr>
<tr>
<td>21ENCS003</td>
<td>$34,562.28</td>
<td>$2,762.15</td>
<td>$18,895.00</td>
<td>$12,905.13</td>
</tr>
<tr>
<td>21ENCS004</td>
<td>$61,909.07</td>
<td>$2,215.21</td>
<td>($18,143.62)</td>
<td>$77,837.48</td>
</tr>
<tr>
<td>21ENCS009</td>
<td>$2,417.48</td>
<td>$0.00</td>
<td>$0.00</td>
<td>$2,417.48</td>
</tr>
<tr>
<td>21ENCS014</td>
<td>$2,163.53</td>
<td>$701.90</td>
<td>($1,137.34)</td>
<td>$2,598.97</td>
</tr>
<tr>
<td>21ENCS015</td>
<td>$276,333.75</td>
<td>$300.40</td>
<td>$159,030.79</td>
<td>$117,002.56</td>
</tr>
<tr>
<td>21ENCS018</td>
<td>$50,434.30</td>
<td>$4,054.66</td>
<td>($8,361.44)</td>
<td>$54,741.08</td>
</tr>
<tr>
<td>21ENCS019</td>
<td>$3,544.45</td>
<td>$0.00</td>
<td>$3,544.45</td>
<td>$0.00</td>
</tr>
<tr>
<td>21ENCS020</td>
<td>$9,061.44</td>
<td>$40.00</td>
<td>$4,062.74</td>
<td>$4,958.70</td>
</tr>
<tr>
<td>21ENCS022</td>
<td>$4,020.56</td>
<td>$4,443.25</td>
<td>($1,772.75)</td>
<td>$1,350.06</td>
</tr>
<tr>
<td>24ENCS000</td>
<td>$27,148.65</td>
<td>$3,916.43</td>
<td>$10,639.33</td>
<td>$12,592.89</td>
</tr>
<tr>
<td>45ELEC001</td>
<td>$199,064.45</td>
<td>$0.00</td>
<td>($68,069.40)</td>
<td>$267,133.85</td>
</tr>
<tr>
<td>45EMFG000</td>
<td>$497.96</td>
<td>$0.00</td>
<td>($34,371.20)</td>
<td>$34,869.16</td>
</tr>
<tr>
<td>45ENCS000</td>
<td>$1,117.31</td>
<td>$0.00</td>
<td>($653.20)</td>
<td>$1,770.51</td>
</tr>
<tr>
<td><strong>Totals</strong></td>
<td><strong>$1,380,588.47</strong></td>
<td><strong>$20,558.97</strong></td>
<td><strong>$743,556.10</strong></td>
<td><strong>$616,473.40</strong></td>
</tr>
</tbody>
</table>

AUDIT OBJECTIVE  
The objective of the audit was to evaluate the adequacy and effectiveness of the department’s system of internal controls with an emphasis on financial and administrative controls.

AUDIT SCOPE & METHODOLOGY  

We evaluated the department’s internal controls related to approval and authorization, segregation of duties, safeguarding of assets, as well as monitoring and information technology. Our scope included activity from fiscal year 2012 (September 1, 2011 through August 31, 2012). To accomplish the audit objective we performed the following procedures:
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- We interviewed the former dean and discussed responses to an internal control questionnaire to obtain an understanding of Office operations and related internal controls.
- We interviewed the Office employees for additional input on internal controls.
- We determined whether the dean had established a control conscious environment, whether goals and objectives for the department had been developed, and whether a risk assessment and implementation plan had been developed.
- We selected account reconciliations under the former dean’s purview to determine whether account reconciliations had been performed and approved on a timely basis and whether segregation of duties existed.
- We determined whether the Office had established adequate procedures and segregation of duties over funds handling.
- We examined operating and financial information for reliability.
- We tested a sample of expenditures and examined supporting documentation for proper approval and authorization from the former dean’s accounts with the most activity.
- We reviewed employee leave and tested timecards for proper approval and authorization.
- We conducted property inventory testing for the existence of selected assets, and determined whether selected assets were properly recorded on the University’s assets management system.
- We reviewed controls for personal computers and portable drives to evaluate physical and data security.
- We verified the Office’s compliance with University policies and procedures.

The audit was conducted in accordance with guidelines set forth in The University of Texas System’s Policy UTS 129 – Internal Audit Activities and the Institute of Internal Auditor’s’ International Standards for the Professional Practice of Internal Auditing. The audit was conducted during the months of February through August 2013.

AUDIT RESULTS

Control Conscious Environment

A control conscious environment encompasses technical competence and ethical commitment, and it is an important factor for the establishment of effective internal controls. In order to establish an adequate control conscious environment, an office should have the following: goals and objectives, a mission statement, a risk assessment and implementation plan, and a policies and procedures manual. These items should be updated on a regular basis. Additionally, employees should receive adequate training, performance evaluations should be conducted regularly and any conflicts of interest should be identified and addressed.

Based on testing, we found that the former dean established an adequate control conscious environment. The Office staff completed their required compliance and sexual harassment training, their annual nepotism statements, and employee evaluations were completed.
Additionally, the Office had outside employment/financial disclosures for the employees engaged in outside employment. However, the Office did not have a departmental policies and procedures manual. This manual is an essential part of an organization that gives specific guidance on department operations and University policies. Additionally, the Office had not completed an assessment of their risks.

**Recommendation:**

1. The current dean should develop a policies and procedures manual to help guide employees in the day-to-day operations. This manual should include information such as employee training requirements, account reconciliation processes, annual inventory certification procedures, complaint procedures, telephone usage, information on security controls, and other relevant information.

**Management Response:**

1. We will develop and implement a policies and procedures manual.

**Implementation Date:**

April 30, 2014

**Recommendation:**

2. As part of our audit procedures, we identified areas of risk and assessed its impact and probability of occurrence and produced a risk assessment. The current dean should utilize this document as a starting point towards developing a risk assessment. This risk assessment should be evaluated annually and an action plan should be developed to mitigate high risks.

**Management Response:**

2. This document will be utilized as a starting point, and we will look for and assess areas of risk and establish guidelines to mitigate risks.

**Implementation Date:**

December 31, 2013

**Approval & Authorization**

Adequately established approval and authorization controls help to ensure that expenditures are allowable and appropriate. During FY 2012, the former dean was account manager for 21
project accounts, with the administrative services officer (ASO) listed as the project reviewer, and the associate dean listed as the alternate approver.

We reviewed operating, travel, and payroll expenditures to test for compliance with University procedures. We tested a sample of expenditures in each category and examined supporting documentation for proper approval, accuracy, and whether the expenditures were reasonable. The Office did not have a procurement card.

Operating and Travel Expenses

We randomly selected a sample of 19 operating and 10 travel transactions representing 5% and 22% of the population, respectively. We found that expenditures were properly approved and supported with adequate documentation. However, we identified an instance where the former dean received reimbursement twice for the same meal while on a trip to Washington DC. The former dean was reimbursed for a business dinner that he had with faculty members. Additionally, the former dean also received full per diem on his travel reimbursement voucher for the same trip. We reviewed supporting documentation on each of the faculty members in attendance and discovered that each of their per diem was reduced to exclude the cost of the business dinner with the exception of the former dean, resulting in an overpayment of $36.

Payroll and Employee Leave

We judgmentally selected three (3) employees and selected the months of December 2011, as well as January, March and April of 2012 to test for payroll accuracy. We determined that the payroll for the employees tested was accurate.

We also evaluated the process for leave taken by employees, reconciliations of leave requests to the official timecard of the University, and ensured that timecards were properly approved by the employee’s supervisor. The Office utilizes two processes for requesting leave. Employees can complete and submit a ‘Leave Approval Request’ form or request supervisor approval via e-mail. We found that the emailed leave approvals did not accurately document the number of hours of leave taken. Therefore, we discovered several discrepancies in our employee leave test. We identified seven (7) instances where documentation requesting leave was in existence; however, no corresponding leave was recorded on the employee’s timecard. Conversely, we found 11 instances where employees reported leave on their timecards; however, documentation to support the approval or notification of the leave was missing. All timecards tested were approved by the former dean; however, documentation was either insufficient or nonexistent to facilitate a proper reconciliation of leave requests to the official timecard of the University. According to HOP Section: 7.6.3 Annual Vacation Leave and HOP Section: 7.6.4 Sick Leave, the supervisor is responsible for reviewing and approving annual vacation leave requests, maintaining accurate records of employees’ use of annual vacation leave, maintaining accurate records of employee sick leave usage, and verifying monthly timecards for accuracy.
Therefore, we determined that the former dean established inadequate controls over approvals and authorizations. While expenditures were approved and supported with adequate documentation, evaluation of reimbursements was not adequately conducted. Additionally, controls over employee leave were not conducted in accordance to University policy.

**Recommendation:**

3. The administrative services officer should evaluate all of the Office’s business expense reimbursements to ensure that overpayments do not occur.

**Management Response:**

3. We will implement this immediately.

**Implementation Date:**

August 31, 2013

**Recommendation:**

4. The current dean should require the use of the ‘Leave Approval Request Form’ for all leave taken by employees, and reconciliations of leave requests to the official timecards should be conducted on a monthly basis.

**Management Response:**

4. We will implement this immediately.

**Implementation Date:**

August 31, 2013

**Segregation of Duties**

Adequate segregation of duties should be maintained between the people who authorize transactions, record transactions, and have custody of assets. We reviewed areas such as revenues and funds handling, purchases, timecards and statement of account reconciliations to evaluate segregation of duties.

The former dean had signature/approval authority over the Office’s accounts, which included account reconciliations, purchases, and timecards. We determined that the dean’s office did not handle funds such as cash. The ASO was responsible for processing purchases as well as conducting project account reconciliations. The administrative associate was responsible for processing travel requests and reimbursements. We noted that the ASO is unaware of travel
requests calculations until after the expenses have already been reimbursed to the employee. It is at this time that the ASO receives the information necessary for preparing the account reconciliations. The ASO expressed her concerns to the former dean about her incompatible duties and that ideally those responsibilities should be separated, but the former dean chose to keep this structure in place. While the ASO had incompatible duties, the former dean’s approval of all transactions served as a compensating control. However, we determined that certain job tasks performed by the ASO are better suited for the administrative associate.

**Recommendation:**

5. The current dean should consider having all requisitions prepared by the administrative associate, thus providing an ideal segregation of duties structure and allowing the ASO to focus on project account reconciliations.

**Management Response:**

5. We will implement this and in addition we plan on using graduate students in the office to also support in the activities to prepare requisitions.

**Implementation Date:**

August 31, 2013

**Safeguarding of Assets**

Tangible assets, vital documents, critical systems, and confidential information must be safeguarded against unauthorized acquisition, use, or disposal. We performed property inventory testing to determine the existence of assets and whether assets were properly recorded on the Oracle Fixed Assets system.

We judgmentally selected a sample of five (5) assets to test for existence. We were able to account for four (4) out of five (5) assets in testing for the existence. We were unable to view one (1) of the assets, a laptop, because it had been removed from campus. See monitoring section. In addition, we identified five (5) assets in the Office to verify that the assets were recorded in the assets management system. We were able to trace all five (5) assets back to the inventory records to satisfy our inclusion test. Based on our test of inventory, we determined that the Office established adequate safeguarding of asset controls.

**Monitoring**

Monitoring is the assessment of internal controls over time. We reviewed the Office’s procedures for monitoring accounts, off-campus use of University property, and addressing complaints. Account reconciliations should be reviewed timely to ensure that any necessary account corrections are made. In accordance to Handbook of Operating Procedure Section 8.6.1:
University Budget Policy/Fiscal Accountability, project managers are responsible for providing assurance as to the accuracy of their accounts by certifying that the account has been reconciled for the fiscal year and that all reconciling items have been satisfactorily resolved. Without adequate monitoring of project account reconciliations, items that require attention may go unnoticed.

We reviewed several months of account reconciliations. In evaluating the accuracy of these reconciliations, we were unable to agree these reconciliations to the Oracle statements of account. Although the ASO provided evidence to demonstrate that the former dean had an active role in staying informed about activity in his project accounts, there was no evidence to support that the former dean documented his review of the account reconciliations.

While performing the inventory test, we were unable to verify the existence of one (1) asset. The asset, a laptop, had been removed from campus and no documentation was provided to substantiate that proper approval was obtained to remove the asset from campus. University guideline #BA-ASSM-01 stipulates that University equipment may not be taken off the University campus unless it is to be used for official business and approval has been obtained to remove the equipment from campus.

The Office follows HOP policy in addressing all types of complaints. We identified one (1) complaint that took place during the audit scope. We evaluated the process taken by the Office to address the complaint and noted that the Office complied with University policy. No exceptions were noted.

**Recommendation:**

6. The current dean should ensure that a process to approve and track University equipment removed from campus is in place through submission of the UTPA Asset Removal Approval Workflow in Oracle Fixed Assets.

**Management Response:**

6. We will develop and implement a process that uses our technological assets in ensuring that property is better tracked. We will ensure that all staff is trained in using the appropriate system.

**Implementation Date:**

December 31, 2013
Recommendation:

7. The current dean should document his review of account reconciliations and ensure that the reconciliation balances agree to the statement of account balances.

Management Response:

7. This process will immediately be developed and implemented with the ASO.

Implementation Date:

August 31, 2013

Information Technology

Adequately established information technology controls help to protect sensitive information entrusted to the department. These controls include limited access to the University’s computer systems, and restricting downloads of sensitive information. Another control is encryption software on equipment storing sensitive information. Ensuring employees have appropriate levels of system access helps prevent loss of vital University data and also prevents other abuses of the system.

We reviewed employee access levels to Oracle and verified whether employees received appropriate access based on their job responsibilities. We determined that all employees were granted the appropriate level of access to the Oracle system based on their individual job responsibilities.

We inquired whether the Office used portable storage devices such as external hard drives or thumb drives. We found that the employees were using six (6) unencrypted thumb drives and one (1) employee was using a personal external hard drive capable of storing a terabyte of data. We evaluated the information stored on these devices and determined that the external hard drive was used to back up financial information and all of the thumb drives except for one (1) had non-confidential information. Student grades were maintained on one (1) of the Office’s portable storage devices. Unencrypted portable storage devices pose a significant risk to the University. Information stored on these devices is not secured and the potential exists for uploading harmful applications into the University's network.

Recommendation:

8. The current dean should not allow the use of personal thumb drives. In addition, the dean should ensure all external storage devices such as laptops, thumb drives, external hard drives, etc. are encrypted.
Management Response:

8. We will work with the University’s Chief Information Security Officer (CISO) to ensure that portable storage devices are either encrypted or appropriate for use at the University.

Implementation Date:

August 31, 2013

CONCLUSION

Overall, we concluded that the former dean established a moderate system of internal controls. While a control conscious environment was evident and controls were in place to allow for segregation of duties, we determined that opportunities for improvement related to financial and information security controls exists. These controls include properly evaluating expenditures, performing accurate account reconciliations, properly documenting and reconciling employee leave to the timecards, and not storing sensitive information on unencrypted drives.

Khalil Abdullah CIA, CGAP
Internal Auditor I