The University of Texas MD Anderson Cancer Center Internal Audit department conducted a review of the protection of MD Anderson’s IT assets being used offsite by employees working remotely. The objective of the audit was to:

**To determine whether devices were appropriately encrypted to prevent exposure of sensitive data.**

The report contains confidential information that relates to information security and is not subject to the disclosure requirements of the Texas Public Information Act, based on the exception found in Government Code §552.139. Specific results were made to the appropriate management members.